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. Datenschutzberatung
Ubersicht

Hinweise zur Datenschutzpraxis

2025

5-2025 IT-Vorfall: Was tun im Ernstfall?
Risiko Geschaftspartner: Kein blindes Vertrauen

4-2025 Strafanzeige nach Hackerangriff — wer informiert werden muss
Pannen beim klassischen Postversand
Datentransfer in die USA
Online-Tracking: Was Sie als Besucher von Webseiten wissen sollten
EU stellt Streitbeilegungsplattform ein

3-2025 Digitales Aufraumen — eine sinnvolle Sache
Weiterleitung von dienstlichen Mails nach Hause
Wenn Kunden die Loschung lhrer Daten verlangen

2-2025 Kommt das Ende der Passworter?
Der ,Kollege“ ist nicht echt — aber Sie als Opfer schon!
Schadsoftware ab Werk

1-2025 DDoS, die vergessene Gefahr
Dashcams in Fahrzeugen
Klassische Datenpannen vermeiden
Eine Frage der Zugriffsberechtigung

2024

6-2024 Korrekter Umgang mit Krankmeldungen
Aus Datenpannen lernen, nicht nur aus den eigenen
Phishing-Attacken beschreiten neue Wege

5-2024 Globale IT-Ausfalle: Auch ein Fall fir den Datenschutz
,Haushaltsausnahme” von der DSGVO
Der Datenhunger der Kiinstlichen Intelligenz

4-2024 Kl als Datenschutz-Thema
Nach der Cyberattacke: Alles beim Alten?

3-2024 Vorsicht Deepfakes: Der Spion im Online-Meeting
Was ist ein ,Mitarbeiter-Exzess“?

2-2024 Datenschutzpflichten beim Einsatz von KI-Anwendungen
Visitenkarten und Datenschutz
Smartwatches: Das Datenrisiko am Handgelenk
Datenschutz im Homeoffice: Betriebliche Daten als Untermieter

1-2024 Heimliche Aufzeichnung von Gesprachen?
Navigieren per Smartphone: praktisch oder riskant?
Terminkalender-Apps: Fast wie ein Schwarzes Brett
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Mit Cookie-Bannern richtig umgehen
Bilder und Datenschutz
Das sind Ziele der Cyberkriminellen: Ihre Daten!

Geheimnisverrat an die KI?

Das EU-U.S. Data Privacy Framework
Pflichten bei Verlust mobile Endgerate
Vorsicht, Spionage-Apps!

BuRgelder wegen Aufnahmen mit einer Dashcam
Vorsicht bei Sammelmails mit offenem Verteiler
Keine Updates in der IT, kein Datenschutz

Wenn die KI zum Datenleck wird

Tricks bei Cookie-Bannern

Outlook-Einladungen zur Bewerbungsgesprachen
Verpflichtung auf das Datengeheimnis 2.0

Die groRRe Frage: I6schen, aufbewahren oder archivieren?
Hinweisgeberschutzgesetz

Ist Ihr Smartphone sicher genug?

Der Weg zum Privacy Shield Il

Auftragsverarbeitung im Fokus der Datenschutz-Aufsicht
So wird Filesharing nicht zum Risikoaustausch

Defekte Speichermedien
Online-Tracking

Verhalten bei Online-Erpressung
Datenschutz-Audit
Geschaftspartner als Datenrisiko

Wenn der Firmen-Rechner streikt: Private Gerate als Notfallstrategie?
Schadensersatz bei Verletzungen des Datenschutzes
Auskunftsanspruch fiir Kontoausziige?

Smartphone-Apps: Die Suche nach dem Datenschutz

Schadensersatz fur unerlaubte E-Mails

Missbrauch von Daten fir private Zwecke

Messenger-Apps: Schnelle Nachricht, hohes Risiko?

Was genau versteht man im Datenschutz unter Vertraulichkeit?
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Dropbox, Google Drive & Co: Darum kann Eigeninitiative gefahrlich sein
Offene Mailverteiler
Was ist Scoring?

Datentransfer in die USA — eine Dauerbaustelle?

Wie steht es um die Sicherheit personenbezogener Daten?
GeldbuRen nach der DSGVO — (k)ein echtes Risiko?
Datenauskunft als Datenpanne?

Selbstdatenschutz im Homeoffice
Wann ist die Zugriffskontrolle durch Fingerabdruck o.k.?
Schluss mit Spam: So arbeiten Spam-Filter mit mehr Erfolg

Aufgepasst bei Online-Videokonferenzen!
Office 365 — ein Datenschutzproblem?
Mehr Sicherheit mit der Cyberfibel
Datenschutzerklarungen besser verstehen



